ОСТОРОЖНО, МОШЕННИКИ!!!

 **ОМВД России по Можайскому городскому округу Московской области предупреждает, что в последнее время участились случаи мошенничества.**



*С незнакомого номера звонит мужчина или женщина (обычно со стационарных телефонов), представляется сотрудником Прокуратуры Москвы или Следственного комитета РФ и сообщает, что человеку положена выплата денежной компенсации за некачественные лекарства, которые она когда-то купила. Сумма называется немалая, в большинстве случаев речь идет о миллионах. После,* *называют номер, по которому необходимо перезвонить. Ответивший человек представляется финансистом Центробанка и просит сообщить паспортные данные для проверки списка пострадавших покупателей, затем объявляет, что компенсация за лекарства уже начислена. Для ее получения нужно лишь оперативно оплатить госпошлину. Часто доверчивые пенсионеры переводят требуемую сумму и ждут обещанную компенсацию за лекарства.*

***Тем не менее понять, что звонит злоумышленник, не трудно. Нужно обращать внимание на следующие признаки:***

* ***скрытый или неизвестный номер;***
* ***требование быстрого принятия решения;***
* ***чрезмерная настойчивость и самоуверенность позвонившего;***
* ***нервозность, после заданных ему вопросов, и невнятность ответов;***
* ***напористые уговоры перечислить деньги;***
* ***большой интерес к конфиденциальным и персональным данным.***

**Меры предосторожности:**

Самое основное правило в таких ситуациях – совладать со своими эмоциями. Как только мошенники почувствуют радость в голосе потенциальной жертвы, это станет для них большим шагом к победе.

В целях вашей безопасности рекомендуется:

* Не принимать мгновенное решение. Предлагается сказать оппоненту, что необходимо все хорошо обдумать и перезвонить.
* Не сообщать свои личные данные. Не говорить о банковских картах, не называть пин-код, пароль и иную конфиденциальную информацию.
* Если позвонивший представляется сотрудником полиции, прокуратуры, следственного комитета, суда, банка, страхового агентства или других организаций, необходимо спросить его фамилию, имя, отчество, занимаемую должность, контакты начальника компании, данные официального сайта.
* Никому не переводить никаких денег.